LOG SECURITY ADVANCED GROEP -2MNO

|  |  |  |
| --- | --- | --- |
| **Naam** | **Datum** | **Taak** |
| Glenn Janssens | 23/02/2020 | Begonnen aan de applicatie, HybridEncryption klasse (en alle andere encryptie  klassen) a.d.h.v. Pluralsight course. |
|  | 03/03/2020 | Implementatie registratie/login gebruikmakend van Entity Framework. |
|  | 11/03/2020 | Implementatie versturen berichten (die geëncrypteerd worden en opgeslagen  in de databank) |
|  | 25/03/2020 | Verder werken implementatie versturen berichten |
|  | 20/04/2020 | Implementatie ontvangen berichten (die opgehaald worden uit de databank, gedecrypteerd worden en getoond aan de gebruiker) |
|  | 23&25/04/2020 | Poging tot omvormen van WPF naar ASP applicatie, lukte niet door errors bij  Jwt bearer tokens. |
|  | 05/05/2020 | Implementatie versturen bestanden (worden uitgelezen als byte array,  geëncrypteerd en opgeslagen in databank) |
|  | 07/05/2020 | Implementatie ontvangen bestanden (opgehaald uit databank, gedecrypteerd  en worden getoond aan de gebruiker) |
| Dries Claesen | 25/02/2020 | Begonnen aan requirements C |
|  | 05/03/2020 | Requirements C afwerken en doorgeven aan team red |
|  | 12/03/2020 | Scans overlopen en uitleg geven aan team red |
|  | 09/04/2020 | Begonnen aan requirements B |
|  | 10/04/2020 | Verder werken aan requirements B |
|  | 15/04/2020 | Requirements B afwerken |
|  | 04/05/2020 | Requirements A+ opgezocht (verschillende forensics software opgezocht) |
|  | 05/05/2020 | Begonnen aan requirements A+ |
|  | 06&07/05/2020 | Verder werken aan requirements A+ |
|  | 08/05/2020 | Requirements A+ zijn klaar |
| Hursit Tarcan | 12/03/2020 | Scans bekeken en overlopen |
|  | 14/03/2020 | Metasploitable 3 en Kali linux gedownload |
|  | 18/03/2020 | Ethernalblue gebruikt om binnen te geraken en administrator rechten verkregen |
|  | 20/03/2020 | Flags zoeken, 1 flag gevonden onder documenten + C requirements afgewerkt |
|  | 15/04/2020 | Requirements B, Infiltration afgewerkt |
|  | 20/04/2020 | “We have a leak” begonnen |
|  | 23/04/2020 | “We have a leak” afgewerkt |
|  | 25/04/2020 | “Breach” begonnen |
|  | 26/04/2020 | “Breach” afgewerkt |
|  | 06/05/2020 | “Shocker” begonnen |
|  | 07/05/2020 | “Shocker” afgewerkt en A+ begonnen, Machine: “Traceback, linux” |
|  | 09/05/2020 | “Traceback” gedaan, A+ requirements af |
|  | 10/05/2020 | Requirements C, nog een flag toegevoegd |
| Gijs Iliaens | 23/02/2020 | Begonnen aan de applicatie, HybridEncryption klasse (en alle andere encryptie  klassen) a.d.h.v. Pluralsight course. |
|  | 03/03/2020 | Implementatie registratie/login gebruikmakend van Entity Framework. |
|  | 07/03/2020 | Team blue geholpen met de scans te overlopen |
|  | 12/03/2020 | Scans van team blue samen bekeken met team red |
|  | 15/03/2020 | Virtualbox gedownload met metasploitable 3 en Kali linux |
|  | 22/03/2020 | Verder zoeken naar flags voor requirements C, 1 flag is reeds gevonden. |
|  | 23/03/2020 | Meerdere locaties gevonden met namen van speelkaarten maar geen access gekregen |
|  | 09/04/2020 | Begonnen aan requirements B |
|  | 12/04/2020 | Verder werken aan requirements B |
|  | 15/04/2020 | Requirements B afgewerkt |
|  | 22/04/2020 | “We have a leak” zoeken naar HTB key |
|  | 23/04/2020 | HTB key gevonden |
|  | 05/05/2020 | Begonnen aan extra requirements B, Machine Cronos bekeken |
|  | 08/05/2020 | Yellow Team nachecken voor requirements B verder uit te werken |
|  | 10/05/2020 | Nog een flag kunnen toevoegen aan requirements C van team red |